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Updating the CompacOnline Cert

This instruction is how to update the cert for CompacOnline to fix the following message
when logging into compaconsite
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Your connection is not private

Attackers might be trying to steal your information from cfl001039.compaconsite.com (for example,

passwords, messages or credit cards). Learn more

NET:ERR_CERT_DATE_INVALID

Q To get Chrome's highest level of security, turn on enhanced protection

Advanced Back to safety
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Go to the service TV and open pstman
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2. Click on C5K Processor

4+ = 000
> compacc5000logs *
> CompacCamara *
v C5K Processor
Liet Directorv
Get File
Set COL Endpoint
Force to bootloader mode
Force to reboot
Delete File
Send Cert
> compaconsite
> Crm
> DeepStack
> Hikvision
> Mix Telematics
> Postman API
and Danlara M Conenla
3. On the right hand side click on the Varivbles
OTRSpAETE NEW —TmpOTY o T o oe
= ° 5K Processor
> compaccS000iogs ol Authorization ®  Pre-request Script  Tests | Variables ®
> CompacCamera w

« C5K Processor These variables are specific to this collection and its requests. Learn more a

4. Load the compaconsite address that you want to update and click save

C5K Processor

Authorization @ Pre-reguest Script ests Variables @

These variables are specific to this collection and its requests. Learn more about collection variables. 2

VARIABLE INITIAL VALUE (@ CURRENT VALUE (&
compacOnsiteUsername compacSuper compacSuper
compacOnsitePassword 86#zBINPT 86#zBInPT
compacOnsiteAddress CMT002001.compaconsite.com CMTO02001.compaconsite.com

5. Then click Send Cert




» CompacCamera b 4
~ (5K Processor

List Directory

Get File

Set COL Endpoint

Force to bootloader mode

Force to reboot

Delete File

Send Cert

>  compaconsite

6. Make sure the Cert-payload.txt is loaded

Params Authorization & Headers (10) Body @ Pre-request Script Tests Settings

none form-data w-www-form-urlencoded raw @ binary GraphQL

cert-payload.txt *

7. Click send, the response should be 204 no content
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8. Then click on the force reboot

« C5K Processor
List Directory
Get File
Set COL Endpoint
Force to bootloader mode
Force to reboot
Send Cert

»  compaconsite




9. Then click send, the response should be 204 no content

After the unit is rebooted check you see if the error is gone. You might need to close
and open browers




